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Adopting a secure coding standard and including security measures from the initial planning and design phases, as opposed to leaving it to the end, are crucial elements in creating a secure system. Utilizing DevSecOps instead of DevOps not only streamlines the development process, it enhances the quality of the project and minimizes the amount of time and money spent correcting vulnerabilities and breaches. Security measures, such as those found in the defense in depth illustration, need to be discussed and implemented in the very beginning phases of the development process. It is important that everyone involved in the development process is also educated on current best practices and security policies. It is important that every project incorporates a zero-trust policy. Triple A Framework, encryption, input validation, and the principle of least privilege are just a few ways to uphold this policy and ensure the safety of the system.